
Billions of dollars are lost to Medicare fraud 
and errors every year.

It can happen when Medicare is billed for 
services or supplies never received.

Protect yourself against Medicare fraud 
and errors.

•  Don’t give your Medicare number or  
Social Security Number out to just anyone.

•  Keep records of your medical visits, review 
your bills afterward and ask questions, if 
you don’t understand something.

•  Report any suspected issues.

Call the Senior LinkAge Line®  
at 1-800-333-2433 for help.

Fight fraud 
against seniors
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Every year billions of  
dollars are lost to scams  

and fraud via technology.

If you think you may be the victim of fraud  
or would like to volunteer to teach others to  
protect themselves against fraud, contact the  

Senior LinkAge Line® at 1-800-333-2433.

For many, technology is part of daily 
life. You can use it to find services and 
information, and to stay connected.  
But it can also be used against you. 

Protect yourself against online scams.
•  Never give out private information, 

such as your Social Security or Medicare 
Number to anyone online.

•  Don’t give out your credit card number, 
unless you’re sure the site is secure.

•  Be careful of emails that ask you to verify 
or confirm your personal information.
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